**projekt UMOWA POWIERZENIA PRZETWARZANIA DANYCH OSOBOWYCH**

zawarta w dniu ………………2025 r. we Wrocławiu między:

Narodowym Funduszem Zdrowia, ul. Rakowiecka 26/30, 02-528 Warszawa, Dolnośląskim Oddziałem Wojewódzkim Narodowego Funduszu Zdrowia, ul. Joannitów 6, 50-525 Wrocław, NIP: 1070001057, reprezentowanym przez:

Tomasza Strożaka – Zastępcę Dyrektora Dolnośląskiego Oddziału Wojewódzkiego Narodowego Funduszu Zdrowia ds. Ekonomiczno-Finansowych we Wrocławiu działającego na podstawie pełnomocnictwa Dyrektora Dolnośląskiego Oddziału Wojewódzkiego

Narodowego Funduszu Zdrowia nr 78/2024 z dnia 18 października 2024 roku, zwanym dalej

„Powierzającym” lub „Administratorem”, a

……………………………………………………………………………….., ……………….., NIP ……………, REGON ………………. zwanego dalej „Wykonawcą” lub „Podmiotem przetwarzającym”, łącznie zwane „Stronami.

W związku z zawarciem przez Strony umowy nr ……….. z dnia ……………… r., której przedmiotem jest świadczenie usług Oceny i kwalifikacji skierowań na leczenie uzdrowiskowe, zwanej dalej „umową podstawową”, Strony w celu właściwego zabezpieczenia przetwarzania danych osobowych w ramach realizacji Umowy podstawowej postanawiają, co następuje:

§ 1

Przedmiot umowy

1. Niniejsza Umowa określa warunki przetwarzania przez Podmiot przetwarzający danych osobowych osób, określonych w ust. 3, w zakresie, o którym mowa w ust. 4 - zwanych dalej „Danymi osobowymi”.
2. Niniejsza Umowa zawarta jest w celu realizacji przez Podmiot przetwarzający zobowiązań wynikających z umowy nr …………….. z dnia ……………….. roku, zwanej dalej „Umową podstawową”, oraz obowiązuje na czas trwania tej umowy.
3. Podmiot przetwarzający zobowiązuje się do przetwarzania Danych osobowych:

- świadczeniobiorców,

- świadczeniodawców.

1. Przetwarzanie Danych osobowych określonych w ust. 3 odbywać się będzie w następujących zakresach, w stosunku do poszczególnych kategorii osób, których dane dotyczą:
   1. nazwisko i imię (imiona);
   2. data urodzenia;
   3. numer PESEL;
   4. prawa wykonywania zawodu
   5. seria i numer dowodu osobistego, paszportu lub innego dokumentu stwierdzającego tożsamość - w przypadku osób, które nie mają nadanego numeru PESEL;
   6. adres zamieszkania, zameldowania, do korespondencji;
   7. adres zameldowania;
   8. telefon do kontaktu, adres mailowy;
   9. informacje odnośnie stanu zdrowia.

§ 2

Zasady przetwarzania Danych osobowych

1. Podmiot przetwarzający zobowiązuje się, że będzie przetwarzał Dane osobowe w celu i zakresie niezbędnym dla realizacji zadań i usług zleconych mu w ramach Umowy podstawowej, w sposób i w granicach określonych przez Powierzającego w poleceniach, o których mowa w § 3 Umowy.
2. Podmiot przetwarzający oświadcza, iż zna i stosuje obowiązujące w zakresie koniecznym dla realizacji Umowy przepisy prawa powszechnie obowiązującego, w tym w szczególności przepisy rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólnego rozporządzenia o ochronie danych) (Dz. Urz. UE L 119 z 4.05.2016, str. 1,Dz. Urz. UE L 127 z 23.05.2018, str. 2 oraz Dz. Urz. UE L 74 z 4.03.2021, str.35).
3. Podmiot przetwarzający oświadcza, iż dysponuje zasobami niezbędnymi do realizacji Umowy oraz, w okresie jej trwania, podejmie środki techniczne i organizacyjne, niezbędne dla zapewnienia stopnia bezpieczeństwa odpowiadającego ewentualnemu ryzyku naruszenia praw lub wolności osób fizycznych, dostosowane do prawdopodobieństwa wystąpienia zagrożenia oraz jego wagi, przy uwzględnieniu charakteru, zakresu, kontekstu i celu przetwarzania Danych osobowych, tak, by w konsekwencji przetwarzanie Danych osobowych spełniło wymogi ogólnego rozporządzenia o ochronie danych.
4. Podmiot przetwarzający zobowiązany jest posiadać kwalifikacje oraz wiedzę fachową na temat prawa i praktyki w dziedzinie ochrony danych osobowych oraz umiejętności wypełnienia zadań, opisanych w art. 39 ogólnego rozporządzenia o ochronie danych.
5. Przetwarzanie Danych osobowych przez Podmiot przetwarzający nastąpi wyłącznie w systemie teleinformatycznym Administratora i będzie polegało na ocenie pod względem celowości leczenia uzdrowiskowego lub rehabilitacji uzdrowiskowej skierowań dzieci i dorosłych i będzie polegało na wykonywaniu takich operacji jak: utrwalanie, organizowanie, porządkowanie, modyfikowanie, pobieranie, przeglądanie, wykorzystywanie, danych osobowych.
6. Do przetwarzania danych osobowych mogą być dopuszczeni wyłącznie pracownicy Podmiotu przetwarzającego, posiadający imienne upoważnienie, o którym mowa w § 5 Umowy.
7. Powierzający wyłącza możliwość jakiegokolwiek udostępniania lub rozpowszechniania danych przez Podmiot przetwarzający, a ponadto ich kopiowania i przechowywania.
8. Dostęp Podmiotu przetwarzającego do Danych osobowych odbywa się z zachowaniem wymogów dotyczących przetwarzania danych osobowych oraz warunków technicznych

i organizacyjnych, jakim powinny odpowiadać, zgodnie z obowiązującym porządkiem prawnym.

§ 3

Wydawanie i dokumentowanie poleceń Administratora

1. Polecenie przetwarzania Danych osobowych, o którym mowa w § 2 ust. 1 Umowy, może być wydane przez osobę, o której mowa w § 5 ust. 1. Umowy podstawowej, uprawnioną do reprezentowania Powierzającego w celu realizacji Umowy podstawowej, w formie elektronicznej, przekazanej przy zastosowaniu adresów poczty elektronicznej, wskazanych w §5 Umowy podstawowej.
2. Podmiot przetwarzający zobowiązany jest prowadzić dokumentację wydanych przez Powierzającego poleceń przetwarzania Danych osobowych, w sposób pozwalający na odtworzenie poszczególnych działań Podmiotu przetwarzającego i ocenę ich dopuszczalności, w tym w sposób wynikający z obowiązujących przepisów.
3. W przypadku konieczności przetwarzania danych przez Podmiot przetwarzający w infrastrukturze:

- Powierzającego – Podmiot przetwarzający zwróci się z wnioskiem o udzielenie zdalnego dostępu do systemu teleinformatycznego Powierzającego. Wraz z udzieleniem zdalnego dostępu Powierzający wydaje polecenie przetwarzania Danych osobowych, o którym mowa art. 28 ust. 3 lit. a ogólnego rozporządzenia o ochronie danych, określające cel przetwarzania, rodzaj danych osobowych oraz kategorie osób, których dane dotyczą;- Podmiotu przetwarzającego - nie dopuszcza się możliwości przetwarzania powierzanych danych w infrastrukturze podmiotu przetwarzającego.

1. W przypadku konieczności przetwarzania Danych osobowych w formie innej niż wskazana w ust. 3, przetwarzanie jest dopuszczalne po uprzednim uzyskaniu polecenia przetwarzania Danych osobowych, wydanego w formie pisemnej, wydanego przez upoważnioną osobę, o której mowa w ust. 1.
2. Przetwarzanie Danych poza siedzibą Powierzającego jest dopuszczalne tylko pod warunkiem uwzględnienia takiej możliwości w poleceniu przetwarzania Danych osobowych oraz z zastrzeżeniem stosowania wymaganych procedur oraz środków organizacyjnych i technicznych w zakresie bezpieczeństwa i prawidłowości przetwarzania danych osobowych zgodnie z obowiązującym porządkiem prawnym, w tym w szczególności art. 32 ust. 1 ogólnego rozporządzenia o ochronie danych.
3. Wykonawca zobowiązuje się do ochrony udostępnianych mu Danych osobowych, do zachowania ich w tajemnicy i nie udostępniania ich osobom trzecim.

§ 4

Warunki przetwarzania Danych osobowych

1. Podmiot przetwarzający oświadcza, iż zapewnia wdrożenie odpowiednich środków technicznych i organizacyjnych, uwzględniając stan wiedzy technicznej, koszt wdrażania oraz charakter, zakres, kontekst i cele przetwarzania oraz ryzyko naruszenia praw lub wolności osób fizycznych, o których mowa w art. 32 ust. 1 ogólnego rozporządzenia o ochronie danych, tak aby przetwarzanie danych odbywało się w zgodzie z tymi przepisami.
2. W ramach zabezpieczenia przekazanych Danych osobowych do obowiązków Podmiotu przetwarzającego należy w szczególności:
   1. stworzenie i stosowanie przy przetwarzaniu Danych osobowych odpowiednich procedur i zabezpieczeń technicznych, informatycznych i prawnych wymaganych przepisami prawa,
   2. przeprowadzenie właściwego szkolenia dla osób realizujących umowę w zakresie wymagającym przetwarzania Danych osobowych i wydanie stosownych upoważnień do przetwarzania danych osobowych,
   3. zapewnienie ciągłej poufności, integralności, dostępności i odporności systemów i usług przetwarzania.
   4. zapoznanie pracowników wykonawcy z zasadami dostępu oraz zabezpieczenia danych obowiązującymi u Zamawiającego.
3. Podmiot przetwarzający prowadzi w formie elektronicznej rejestr kategorii czynności przetwarzania dokonywanych w imieniu Powierzającego, zawierający:
   1. imię i nazwisko lub nazwa oraz dane kontaktowe Podmiotu przetwarzającego oraz Powierzającego, w imieniu którego działa Podmiot przetwarzający;
   2. imię i nazwisko oraz dane kontaktowe osoby odpowiedzialnej za bezpieczeństwo danych wyznaczonej do kontaktu z Powierzającym;
   3. kategorie przetwarzań dokonywanych w imieniu Powierzającego**;**
   4. ogólny opis technicznych i organizacyjnych środków bezpieczeństwa.

§ 5

Zapewnienie przetwarzania danych przez osoby upoważnione

1. Podmiot przetwarzający odpowiada za prawidłowe przetwarzanie Danych osobowych, w tym ich właściwą ochronę, przez wszystkie osoby, którymi posługuje się przy wykonaniu niniejszej Umowy i ponosi odpowiedzialność za przetwarzanie Danych osobowych niezgodnie z postanowieniami niniejszej Umowy lub zasadami wynikającymi z obowiązujących przepisów.
2. Podmiot przetwarzający zapewnia, aby każda osoba działająca z jego upoważnienia i mająca dostęp do Danych osobowych przetwarzała je wyłącznie na udokumentowane polecenie Podmiotu przetwarzającego, zgodnie z zakresem zawartym w umowie podstawowej.
3. Celem zapewnienia realizacji obowiązku, o którym mowa w ust. 2, Podmiot przetwarzający prowadzi dokumentację wydanych przez Powierzającego poleceń przetwarzania danych osobowych, dokumentację wydanych przez Podmiot przetwarzający poleceń przetwarzania danych osobowy, oraz dokumentację upoważnień wydawanych osobom przetwarzającym Dane osobowe, w sposób pozwalający na odtworzenie poszczególnych działań osób działających w imieniu Podmiotu przetwarzającego i ocenę ich dopuszczalności, w tym w sposób wynikający z obowiązujących przepisów.
4. Podmiot przetwarzający zapewnia, by osoby upoważnione do przetwarzania Danych osobowych zobowiązały się do zachowania poufności.

§ 6

Prawo do powierzenia przetwarzania danych innemu podmiotowi przetwarzającemu

Podmiot przetwarzający nie jest uprawniony do korzystania z usług innego podmiotu przetwarzającego.

§ 7

Pomoc w odpowiadaniu na żądania osób, których dane dotyczą

1. Podmiot przetwarzający zobowiązany jest, z uwzględnieniem zakresu i charakteru przetwarzanych przez niego Danych osobowych, pomagać Powierzającemu w szczególności przez zapewnianie odpowiednich środków technicznych i organizacyjnych oraz wywiązywać się z obowiązku Powierzającego, polegającego na odpowiadaniu na żądania osoby, której dane dotyczą, w zakresie wykonywania jej praw określonych w rozdziale III ogólnego rozporządzenia o ochronie danych.
2. W przypadku złożenia wniosku o dostęp do Danych osobowych osoby, której dane przetwarza Podmiot przetwarzający, zobowiązany on jest zapewnić tej osobie dostęp do tych danych, wydać kopię danych oraz, w razie potrzeby, udzielić informacji w zakresie określonym art. 15 ust. 1 lit. a – h ogólnego rozporządzenia o ochronie danych.
3. Na żądanie osoby, której dane przetwarza Podmiot przetwarzający, Podmiot przetwarzający, z uwzględnieniem celów przetwarzania, ma obowiązek sprostowania dotyczących jej Danych osobowych, które są nieprawidłowe.
4. W sytuacji, w której osoba, której dane przetwarzane są przez Podmiot przetwarzający, skorzysta z prawa żądania od Powierzającego usunięcia dotyczących jej Danych osobowych, Podmiot przetwarzający niezwłocznie usunie te dane na żądanie Powierzającego.
5. W sytuacji, w której osoba, której dane są przetwarzane przez Podmiot przetwarzający, skorzysta z prawa żądania od Powierzającego ograniczenia przetwarzania, Podmiot przetwarzający niezwłocznie ograniczy przetwarzanie powierzonych danych zgodnie z wytycznymi Powierzającego
6. W przypadkach, gdy zgodnie z ustępami poprzedzającymi Podmiot przetwarzający sprostował lub usunął dane osobowe lub ograniczył ich przetwarzanie, zobowiązany jest poinformować o tym fakcie Powierzającego.
7. W sytuacji, w której osoba, której dane są przetwarzane przez Podmiot przetwarzający, skorzysta z prawa żądania przeniesienia danych, Podmiot przetwarzający zobowiązany jest wydać Powierzającemu dane objęte wnioskiem w ustrukturyzowanym, powszechnie używanym formacie nadającym się do odczytu maszynowego.

§ 8

Zobowiązanie do udzielenia pomocy w obowiązkach Administratora

1. Uwzględniając charakter przetwarzania oraz dostępne Podmiotowi przetwarzającemu informacje, jest on zobowiązany udzielać Powierzającemu pomocy w wywiązaniu się z obowiązków określonych w art. 32–36 ogólnego rozporządzenia o ochronie danych.
2. Podmiot przetwarzający zobowiązany jest udostępnić Powierzającemu wszelkie informacje o zastosowanych środkach organizacyjnych i technicznych oraz ustalonych ryzykach naruszenia praw lub wolności osób fizycznych.
3. Podmiot przetwarzający zobowiązany jest udostępnić Powierzającemu dokumentację wydanych przez Powierzającego poleceń przetwarzania Danych osobowych, wydanych przez Podmiot przetwarzający poleceń przetwarzania Danych osobowych oraz upoważnień do przetwarzania Danych osobowych, wydawanych osobom dopuszczonych do przetwarzania danych przez Podmiot przetwarzający.
4. W przypadku naruszenia ochrony Danych osobowych, Podmiot przetwarzający, bez zbędnej zwłoki, nie później jednak niż w terminie 24. godzin po stwierdzeniu naruszenia, zgłasza je Powierzającemu w sposób bezpośredni oraz na adres poczty elektronicznej: [incydent@nfz-wroclaw.pl](mailto:incydent@nfz-wroclaw.pl)
5. Zgłoszenie, o którym mowa w ust. 4, obejmuje co najmniej:
   1. opis charakteru naruszenia ochrony Danych osobowych, w tym w miarę możliwości wskazanie kategorii i przybliżonej liczby osób, których dane dotyczą oraz kategorii i przybliżonej liczby wpisów danych osobowych, których dotyczy naruszenie,
   2. imię i nazwisko oraz dane kontaktowe osoby, od której można uzyskać informacje dotyczące naruszenia,
   3. opis możliwych konsekwencji naruszenia ochrony Danych osobowych,
   4. opis środków zastosowanych lub proponowanych przez administratora, w celu zaradzenia naruszeniu ochrony Danych osobowych, w tym w stosownych przypadkach opis środków podjętych, w celu zminimalizowania jego ewentualnych negatywnych skutków.
6. Podmiot przetwarzający dokumentuje wszelkie naruszenia ochrony Danych osobowych, w tym okoliczności naruszenia ochrony Danych osobowych, jego skutki oraz podjęte działania zaradcze.
7. Podmiot przetwarzający zobowiązany jest udzielić Powierzającemu wszelkiej pomocy w przeprowadzeniu oceny skutków planowanych operacji przetwarzania przez Podmiot przetwarzający dla ochrony Danych osobowych.
8. W wyniku przeprowadzenia oceny skutków Strony wspólnie sporządzają protokół z oceny skutków przetwarzania, zawierający, co najmniej:
   * 1. ocenę systematycznej, kompleksowej oceny czynników osobowych odnoszących się do osób fizycznych, która opiera się na zautomatyzowanym przetwarzaniu, w tym profilowaniu, i jest podstawą decyzji wywołujących skutki prawne wobec osoby fizycznej lub w podobny sposób znacząco wpływających na osobę fizyczną;
     2. ocenę przetwarzania na dużą skalę szczególnych kategorii Danych osobowych,
9. Protokół oceny skutków przetwarzania podpisują upoważnieni przedstawiciele każdej ze Stron.
10. W razie potrzeby, w szczególności, gdy zmienia się ryzyko wynikające z operacji przetwarzania dokonywanych przez Podmiot przetwarzający, Strony dokonują przeglądu, by stwierdzić, czy przetwarzanie odbywa się zgodnie z oceną skutków dla ochrony danych. Przegląd, o którym mowa w zdaniu poprzedzającym, następuje zgodnie z postanowieniami ust. 7-9.

§ 9

Udostępnienie Powierzającemu informacji oraz współdziałanie przy audytach

1. W toku trwania Umowy podstawowej Podmiot przetwarzający udostępnia na żądanie Powierzającego wszelkie informacje niezbędne do wykazania przez Podmiot przetwarzający spełnienia obowiązków określonych w artykule 28 ogólnego rozporządzenia o ochronie danych, w tym za pomocą ankiet weryfikacyjnych oraz umożliwia Powierzającemu, powołanemu przez niego pracownikowi oraz audytorowi, upoważnionym przez Powierzającego przeprowadzanie audytu, w tym inspekcji, i przyczynia się do nich.
2. Podmiot przetwarzający wyraża zgodę i zobowiązuje się umożliwić Powierzającemu audytowanie Podmiotu przetwarzającego, w tym pomieszczeń i urządzeń wykorzystywanych do przetwarzania danych osobowych, w zakresie niezbędnym do stwierdzenia prawidłowości stosowanych zabezpieczeń Danych osobowych oraz realizacji obowiązków stąd wynikających, a także w zakresie oceny prawidłowości przetwarzania Danych osobowych udostępnionych dla realizacji określonego zadania lub usługi.
3. Strony ustalają, że w celu wykonywania uprawnień, o których mowa w ust. 1 i 2, upoważnieni pracownicy Powierzającego będą mieli prawo do:
   * 1. wstępu, w godzinach roboczych w dni robocze za okazaniem imiennego upoważnienia, do pomieszczeń, w których przetwarzane są przekazane Dane osobowe i przeprowadzenia niezbędnych badań lub innych czynności audytowych w celu oceny zgodności przetwarzania danych z ustawą oraz oceny stosowanych zabezpieczeń zapewniających ich ochronę,
     2. żądania złożenia pisemnych lub ustnych wyjaśnień oraz wezwania i przesłuchania osób w zakresie niezbędnym do ustalenia stanu faktycznego,
     3. żądania okazania dokumentów i wszelkich danych mających bezpośredni związek z problematyką audytu,
     4. żądania udostępnienia do audytu urządzeń wykorzystywanych do przetwarzania danych,
     5. zlecania sporządzania ekspertyz i opinii.
4. W toku audytu upoważniony pracownik Powierzającego przeprowadzający audyt oraz audytor, mają prawo wglądu do zbioru zawierającego Dane osobowe jedynie za pośrednictwem upoważnionego przedstawiciela Podmiotu przetwarzającego. Audyt jest możliwy pod warunkiem przekazania Podmiotowi przetwarzającemu przez Powierzającego pisemnego zawiadomienia o planowanym audycie 3 dni robocze przed jego rozpoczęciem.
5. Z czynności audytowych pracownik Powierzającego, oraz audytor sporządzą protokół, którego jeden egzemplarz doręczy Podmiotowi przetwarzającego.
6. Protokół podpisują upoważnieni pracownicy Stron. Podmiot przetwarzający może wnieść do protokołu umotywowane zastrzeżenia i uwagi.
7. Podmiot przetwarzający jest zobowiązany do zastosowania się do zaleceń Powierzającego dotyczących zasad przetwarzania powierzonych Danych osobowych oraz dotyczących poprawy zabezpieczenia przedmiotowych danych, sporządzonych w wyniku audytu w sposób opisany w ustępach poprzedzających.
8. Potwierdzeniem zapewnienia wystarczających gwarancji wdrożenia odpowiednich środków technicznych i organizacyjnych oraz realizacji wymogów wynikających z art. 28 ogólnego rozporządzenia o ochronie danych Podmiot przetwarzający wykazuje między innymi poprzez:
   1. stosowanie zatwierdzonego kodeksu postępowania, o którym mowa w art. 40 ogólnego rozporządzenia o ochronie danych;
   2. posiadanie certyfikatu, o którym mowa w art. 42 ogólnego rozporządzenia o ochronie danych;
   3. złożenie oświadczeń o wdrożeniu środków technicznych i organizacyjnych zgodnych z treścią ankiet weryfikacyjnych Podmiotu przetwarzającego przekazanych przez Powierzającego;
   4. poddanie się audytowi zgodności realizacji powierzonej czynności przetwarzania z ogólnego rozporządzenia o ochronie danych przez NFZ;
   5. przedstawienie wyników audytu zgodności z ogólnego rozporządzenia o ochronie danych.
9. Podmiot przetwarzający zobowiązany jest do przesłania stosownych informacji, w tym uzupełnionej ankiety weryfikacyjnej, o której mowa w ust. 8, w terminie do 5 dni kalendarzowych od podpisania Umowy podstawowej.
10. Powierzający wymaga każdorazowego potwierdzenia wymogów wynikających z art. 28 ust. 1 ogólnego rozporządzenia o ochronie danych, w tym informacji zawartych w ankiecie weryfikacyjnej, w przypadku zaistnienia zdarzenia wymagającego ich przeglądu, w terminie wskazanym w ust. 9 od wystosowania żądania albo w innym terminie nałożonym na Powierzającego przez organ nadzorczy.
11. Niedopełnienie obowiązków, o których mowa w ust. 8-10, przez Podmiot przetwarzający stanowi przesłankę do wypowiedzenia Umowy w trybie natychmiastowym.

§ 10

Skutki wygaśnięcia, rozwiązania lub wypowiedzenia Umowy podstawowej

1. W przypadku wygaśnięcia, rozwiązania lub wypowiedzenia Umowy podstawowej bądź zakończenia realizacji jednego ze świadczeń, w związku, z którym Powierzający wydał polecenie przetwarzania Danych osobowych, ~~w terminach wskazanych w ust. 2 i 3~~, ~~zależnie od decyzji Powierzającego,~~ Podmiot przetwarzający zaprzestaje natychmiast przetwarzania danych wskazanych w umowie podstawowej i niezwłocznie, nie później niż w terminie 7 dni roboczych zwraca je Powierzającemu.
2. Dane osobowe przekazane Podmiotowi przetwarzającemu w ramach realizacji świadczenia, w związku, z którym Powierzający wydał polecenie, o którym mowa w § 3 Umowy, Podmiot przetwarzający zobowiązany jest przekazać wraz z powierzonym sprzętem teleinformatycznym niezwłocznie po wykonaniu ostatniego polecenia, nie później niż ostatniego dnia realizacji umowy.

§ 11

Zasady odpowiedzialności Podmiotu przetwarzającego

1. Powierzający może nałożyć na Podmiot przetwarzający karę umowną:
   1. z tytułu naruszenia zasad przetwarzania danych osobowych, opisanych w § 2 i § 5 Umowy, polegającego na przetwarzaniu Danych osobowych niegodnie z celem, zakresem lub sposobem powierzenia, wyrażonym przez Powierzającego w poleceniu, w wysokości 200,00 zł (słownie: dwieście złotych) za przetwarzanie danych osobowych jednej osoby sprzecznie z celem, zakresem lub sposobem ich przetwarzania opisanym w poleceniu Powierzającego, przy czym wysokość kary wynikającej z jednego zdarzenia nie przekroczy kwoty 500,00 zł (słownie: pięćset złotych),
   2. z tytułu naruszenia zasad przetwarzania danych osobowych, opisanych w § 5 Umowy, polegającego na nieprowadzeniu bądź zaprzestaniu prowadzenia dokumentacji wydanych przez Powierzającego poleceń przetwarzania danych osobowych, oraz wydanych osobom przetwarzającym upoważnień, w wysokości 200,00 zł (słownie: dwieście złotych) za każdy potwierdzonym przypadek nieprowadzenia jednej z ww. dokumentów,
   3. z tytułu naruszenia zasad przetwarzania danych osobowych, opisanych w § 5 Umowy, polegającego na przetwarzaniu Danych osobowych przez osoby działające w imieniu Podmiotu przetwarzającego, bez upoważnienia, bez odebrania od tych osób zobowiązania do zachowania tajemnicy, o którym mowa w §5 ust. 4 Umowy, w wysokości 300,00 zł (słownie: trzysta złotych) za każdy przypadek przetwarzania Danych osobowych przez osobę działającą bez złożonego dokumentu zobowiązania się do zachowania tajemnicy,
   4. z tytułu naruszenia zasad przetwarzania danych osobowych, opisanych w § 8 Umowy, polegającego na niedochowaniu obowiązków określonych w § 8 ust. 1-7 Umowy, w wysokości 200,00 zł (słownie: dwieście złotych) za każdy przypadek nieudzielenia Powierzającemu pomocy w obowiązkach administratora danych osobowych, o których mowa w art. 32-36 ogólnego rozporządzenia o ochronie danych.
      * 1. 2. Powierzający jest uprawniony do wypowiedzenia Umowy podstawowej w formie pisemnej ze skutkiem natychmiastowym w każdym przypadku realizacji usługi niezgodnie z postanowieniami niniejszej Umowy.

3. Powierzający ma prawo do dochodzenia od Podmiotu przetwarzającego pełnego odszkodowania, przekraczającego wysokość zastrzeżonych kar umownych.

4. Powierzający zastrzega sobie prawo potrącenia kar umownych i odszkodowania z przysługującego Podmiotowi przetwarzającemu na podstawie Umowy podstawowej wynagrodzenia, na co Podmiot przetwarzający niniejszym wyraża zgodę.

§ 12

Klauzula salwatoryjna

1. W przypadku stwierdzenia, iż niniejsza Umowa w części lub w całości jest nieskuteczna prawnie z jakichkolwiek powodów, Strony zobowiązują się do dokonania takich zmian jej treści, by nieskuteczność ową usunąć.
2. Jeżeli w czasie trwania Umowy stan prawny, który obowiązywał w czasie zawierania Umowy zmieni się w ten sposób, iż znaczenie jakie Strony nadały poszczególnym postanowieniom umowy zmieni się, a z przepisów prawa będzie wynikało, iż nowy stan prawny ma zastosowanie do stosunków prawnych regulowanych Umową, Strony zobowiązują się do stosownej zmiany całości lub części Umowy, tak aby przywrócić jej pierwotne znaczenie.

§ 13

Klauzula prorogacyjna

Strony poddają rozstrzygnięcie sporów powstałych na gruncie niniejszej Umowy właściwemu miejscowo ze względu na siedzibę Powierzającego sądowi powszechnemu właściwemu ze względu na adres siedziby Dolnośląskiego Oddziału Wojewódzkiego Narodowego Funduszu Zdrowia we Wrocławiu..

§ 14

Obowiązujące przepisy prawa

1. W sprawach nieuregulowanych niniejszą Umową zastosowanie mieć będą w szczególności odpowiednie przepisy Kodeksu cywilnego, ogólnego rozporządzenia o ochronie danych oraz ustawy z dnia 10 maja 2018 r. o ochronie danych osobowych (Dz. U. z 2019 r. poz. 1781).
2. Zmiany niniejszej Umowy wymagają formy pisemnej pod rygorem nieważności.

§ 15

Czas obowiązywania Umowy

Niniejszą Umowę zawiera się na czas realizacji Umowy podstawowej, w tym czas realizacji usług gwarancyjnych oraz świadczeń związanych dochodzeniem prawa do rękojmi.

§ 16

Postanowienia końcowe

Strony zawarły umowę w formie elektronicznej poprzez złożenie oświadczenia woli w postaci elektronicznej i opatrzyły go kwalifikowanym podpisem elektronicznym
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